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Checklist

Login to Smart Health Hub


Review Business Details / contact info


Add providers


Link Terminals


Integrate with your PMS (Optional)


Add Patients

Before you start you will need to ensure that

�� Your staff are aware of upcoming delivery of the terminal. 
This ensures that the terminal delivery occurs at the 
scheduled date and time�

�� When the Smart Health terminal arrives�

�� Wi-Fi setting must be enabled on your terminal�

�� Locate the Smart Health App by navigating to apps 
installed on your terminal. 

Introduction

Thank you for choosing CommBank Smart Health. 

You will soon receive your Smart Health terminal. 

Before you begin claiming on your Smart Health 

terminal/s, there are additional steps for you to 

complete. 


This user guide will provide step-by-step 

instructions to complete the set-up.
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Login

1. Log in with your Username 
and Temporary Password

� Visit the Smart Health Hub login page, and 

log in using the username and temporary 

password you received in the email, then 

click Login.�

� Your username and password will expire 

after 28 days. After log in, you must then 

change your password. Smart Health Hub

Email

Your username is: {username}

Your password is: {####}



Please note, these credentials will expire after 28 days.
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Change Password

2. Change your Password

� You’ll receive a prompt after you first log in.�

� At a later date, should you wish to reset 

your password, go to the CommBank Smart 

Health login page then click the Forgot 

Password link, shown in the previous image.


Your new password must contain six characters, including one upper 
and one lower case letter, one number and a special character 

(e.g. !@#$%^&*). 

Smart Health Hub

Email
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T&Cs

3. Accept the Terms and Conditions

� After reading the Terms and Conditions, scroll to 

the end, check the boxes and click Accept�

� You can access a copy of the Terms and 

Conditions via a link in the hub’s footer at any 

time, or via the Support page in the hub.

Smart Health Hub

TERMS & CONDITIONS (“TERMS AND CONDITIONS”)





1. INTRODUCTION



1.1 HealthClaims has two parts – electronic communications provided by Dedalus (“Claims Service”) and 
health claims processing provided by the Health Funds (“Processing Service”).


If You make an Application for HealthClaims and the Application is accepted:


(a) Dedalus will provide You with the Claims Services to Your Terminal in accordance with these Terms and 
Conditions and the Application; and


(b) the Health Funds will provide You with the Processing Service.




1.2 You will:


(a) comply with the detailed procedure for the operation of HealthClaims


set out in the User Guide; and


(b) co-operate as reasonably required by Dedalus and the Health Funds for the successful implementation 
and operation for HealthClaims.




1.3 Dedalus enters the Agreement on its own behalf for the Claims Service, and will use commercially 
reasonable efforts to fulfill its obligations in a timely manner.




1.4 The Application must be signed by a Provider or by a person with authority to sign on behalf of a Provider. 
That signature will bind all Providers listed in the Application and the person signing warrants that the 
Providers on whose behalf he or she has signed have agreed to these Terms and Conditions.




1.5 All terms in capital letters are defined in clause 11(Definitions).





2. NOT USED





3. THE HEALTH FUND’S CLAIM OBLIGATIONS




3.1 The Health Funds will process Claims in accordance with:


(a) their internal procedures and the terms of their policies with their Members; and


(b) the details You give in Your Application.


3.2 A Health Fund is under no obligation to accept electronic Claims from You, including but not limited to 
Claims where:


(a) the Claim does not satisfy the criteria of the Members cover; or


(b) a Member disputes the validity of a Claim.


3.3 The Health Fund will pay a Claim to a Provider no later than 10 days after the Provider has made the Claim 
(unless the Claim is under dispute).


3.4 The Health Fund may suspend or terminate You from the Processing Service at any time if the Health 
Fund in its absolute discretion determines that is appropriate to do so.





4. YOUR CLAIM OBLIGATIONS


4.1 You will:


(a) not knowingly submit a Claim which is untrue or unauthorised by the Member;


(b) submit Claims in accordance with the User Guide and all applicable laws;


(c) retain for 2 years original receipts of Transactions signed by the Member; and


d) if required by a Health Fund, within 14 days make available original signed receipts and other supporting 
documentation verifying the Health Services to the Health Fund for verification.


4.2 You will not:


(a) make any representations or promises which purport to bind a Health Fund (for example, You will not 
promise a Member that a certain Claim will be accepted or a certain amount will be paid);


(b) charge a Member a fee for making a Claim;


(c) accept a Card if a Health Fund advises You not to do so; and


(d) use the HealthClaims Service for claims on a Health Fund if at any time that Health Fund advises You not 
to do so.


4.3 You represent and warrant that in respect of each Transaction:


(a) the particulars of the Transaction are true and correct (including the


item number of the service delivered);


(b) the Claim represents services which have been actually provided by You for the Member identified on the 
Card;


(c) the Member does not, at the time You make the Claim, dispute liability to pay You for the services; and


(d) the Claim has been processed in the Member’s presence and the Member has signed the 
acknowledgement on the transcription receipt.


4.4 A Claim is not valid if it is illegal, incomplete, false in any respect, unauthorised or if it relates to services 
not provided by You.


4.5 You will protect the secrecy of Your user identification and password, which enable use of HealthClaims. 
Dedalus and Health Funds are entitled to accept a Claim as having been made by You if the Claim is 
submitted electronically using HealthClaims.





5. NOT USED





6. NOT USED





7. TERMINATION


7.1 You may terminate the Agreement at any time by giving 30 days’ notice in writing to Dedalus and Your 
Bank.


7.2 Dedalus may for itself and on behalf of the Health Funds terminate the Agreement:


(a) immediately on notice if You breach any of these terms and conditions.


(b) immediately on notice if any Dedalus contract with the Health Funds relating to HealthClaims is terminated 
or materially varied; or


(c) immediately on notice if You cease to carry on business, cease to use HealthClaims over a 3 month period, 
sell Your business or become insolvent, unless You have assigned Your right and obligations under the 
Agreement in accordance with clause 10.4 before the occurrence of any


events referred to in this sub-clause; and


(d) immediately if the Health Fund suspends or terminates You under clause 3.4; or


(e) on 7 days written notice to You.





8. CONFIDENTIAL INFORMATION


8.1 A party will not:


(a) use the other’s Confidential Information except for the purposes contemplated by the Terms and 
Conditions.


(b) disclose the other’s Confidential Information, except to its employees or contractors who have a need to 
know the information to enable a product or service to be used in the manner contemplated by the Terms and 
Conditions and who have been informed of their obligations of confidentiality; or


(c) copy or reproduce in any form whatsoever the other’s Confidential Information.


8.2 A party will return (or destroy, as directed) another party’s Confidential Information on request or on 
termination of the Agreement.


8.3. Dedalus may disclose:


(a) to the Health Funds


(i) that You use HealthClaims; and


(ii) information necessary for the operation of HealthClaims (including, Your name, address, Provider number 
and bank details); and


(b) to Your Bank or Your application supplier any information You disclose to Dedalus necessary for the 
operation of the Terminal and HealthClaims.


8.4 You acknowledge that in providing HealthClaims, Dedalus may have access to, and use, certain personal 
information of Yours (including details of Your telephone numbers, address, Provider number and bank 
details), and You consent to such use provided that it is in accordance with these Terms and Conditions or as 
reasonably necessary to enable Dedalus to fulfil its obligations under the Agreement, which you acknowledge 
and agree may include disclosure to the Health Funds or Your Bank as contemplated in clause 8.3 above.


8.5 You must comply with all privacy and related legislation applicable to any use or disclosure of personal 
information made by You in connection with this Agreement. In particular, You warrant that You have made all 
necessary disclosures and obtained all consents required under th

Schedule 2 - Third Party Service Terms - Dedalus Health Claims Terms and Conditions
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Business Details

4. Review the Business Details

� From the Home page, click the Business 

tab on the menu at left and review the pre-

loaded company details in the Business 

Details tab.�

� Then click the Bank Account Detail tab, to 

the right of the Business and review the 

Bank Account Details. 

Smart Health Hub
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Practice Details

5. Review the Practice Details

� Click the Practices tab on the menu at left.�

� To check that the Practice Details you 

provided at registration are correct, click 

on the relevant practice name.�

� Review if the Practice Details you provided 

at registration are correct.


Note: If any details require update, please contact Smart Health 
Specialist team on 1800 222 484 or via emailing 
health.onboarding@cba.com.au

Smart Health Hub
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Providers

6. Add Providers

� To add a provider, navigate to Practice 

Details tab and then select Providers�

� You can search for Provider Number in the 

search field.


Note: Search for a Provider is only available where their details are 
published in Whitecoat Directory. Alternatively, you can use 'Add Provider 
Manually' option.

Smart Health Hub
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Providers

Add Provider Manually

7. Add Providers Manually

� Attach a copy of each Provider's confirmation of 
registration for this practice and modality via one of the 
following acceptable methods�

� A Medicare Australia Provider Letter for the 
Registered Address of the Practice, o�

� A Print out of the HPOS Medicare Registration Status 
for the Registered Address of the Practice with Date/
Time of access visible o�

� A Medibank Private Provider Letter for the 
Registered Address of the Practice AND a current 
Certificate of registration from each Provider's 
professional association.

Medicare Registration Letter or HPOS* printout

Audiology, Chiropractors, Dietitians, Dentists, Dental Prosthetists
 Dental Specialists, 
Optometrists, Optical Dispensers, Occupational Therapists, Osteopaths, 
Physiotherapists, Podiatrists, Psychologists, Speech Pathologists, Exercise 
Physiologists, General Practitioner, Nurse Practitioner

Medibank Registration Letter / Association Registration Letter

Acupuncturists, Remedial Massage Therapistsm, Myotherapists, Counsellors

*Health Professional Online Services (HPOS) printout MUST show date / time of access 
stamp.

Smart Health Hub
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When the terminal arrives

Terminal

8. Link Terminals

� To link a terminal, from a Practice Detail 

page, click the Terminal tab in the top menu. 

Then identify the terminal in front of you 

using the Terminal ID provided upon delivery.�

� Click the Generate Pairing Code button from 

the list where your terminal ID is showing.

Smart Health Hub
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Terminals

Terminal

Smart Health Hub

9. Enter Pairning Code

� Enter the Pairing Code from Smart Health 

Hub into the textbox on the terminal then 

Continue�

� Once the terminal is successfully paired, 

Home screen will appear on the terminal.
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PMS

10. Link your Practice 
Management System (PMS)

� To link your PMS, from a Practice Detail 

page, click the PMS tab in the top menu 

then click Add PMS Certificate at top righ�

� Add PMS Certificate Details.


If your PMS cannot yet be integrated with our CommBank Smart 
Health Hub, you’re using the Smart Health App on the terminal in 
standalone mode, please disregard this section.

Smart Health Hub
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PMS

11. Add PMS Integration Key and 
PIN into your PMS

� After filling the fields, refresh the PMS 

page. The status will change to 

“Provisioned”.�

� When it says “Provisioned” copy and paste 

your PMS Integration Key, User Key (this is 

automatically generated for you) and PIN 

into your PMS.

Smart Health Hub



12

Patients

12. Add Patients

� From the Home page, click the Patients tab 

at left. Then click on the Add New Patient in 

the top right hand corner of the page.�

� On the Add New Patient page, fill in patient 

details, including First Name, Last Name, 

Date of Birth, Mobile Number and Email 

address. Then click Save.


This is only required for standalone mode. This will assist with easy 
reconciliation and exception matching.

Smart Health Hub
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Patients

13. Upload Patients

� To Upload Patients, click on Upload Patients 

in the top right hand corner of the Patients 

page�

� Click the Upload arrow button to select a file, 

and Upload File to upload the selected file.


This can be a CSV or Tab delimited file type, as shown above, and must 
include a patient’s First Name, Last Name and Contact Number.


Tips: This may be exported from your existing database or client list.   

A total of 1000 patients can be imported at a time.

Smart Health Hub



Thank you.

You’ve now completed your onboarding process, 

and are ready to process transactions.


Things you should know: 

The information in this user guide is intended for educational nature. 

All of our materials are copyrighted. Any unauthorized reprint or use of 
our materials is prohibited. No part of our materials may be reproduced 
or transmitted in any form or by any means, electronic or mechanical, 
including photocopying, recording, or by any information storage and 
retrieval system without the express written permission of the 
Commonwealth Bank



Commonwealth Bank of Australia ABN 48 123 123 124 AFSL 234945.


